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STATE OF WASHINGTON

DEPARTMENT OF SOCIAL AND HEALTH SERVICES

Aging and Long-Term Support Administration

Home and Community Services Division

PO Box 45600, Olympia, WA 98504-5600


H15-043 – Policy and Procedure
July 6, 2015
	TO: 
	Home and Community Services (HCS) Division Regional Administrators

Area Agency on Aging (AAA) Directors

Developmental Disabilities Administration (DDA) Regional Administrators

	FROM:
	Bea Rector, Director Home and Community Services Division
Don Clintsman, Deputy Assistant Secretary Developmental Disabilities Administration 


	SUBJECT: 
	ProviderOne Account Access Expiration

	Purpose:
	To inform all staff about the need to log in to ProviderOne at least every 120 days

	Background:
	ProviderOne view access is an important tool for Case Workers. In addition to holding payment information, ProviderOne also maintains client eligibility information and is a good resource for viewing client medical and coverage information.
ProviderOne contains Protected Health Information and Confidential Information and Health Care Authority must ensure only users that have an authorized business need can access the system. Users who do not regularly access ProviderOne are assumed to not have a continued business need and will have their access expired. 
Expiration of ProviderOne view access will not cause authorizations to go into error and provider payment will not be affected if a case worker has ProviderOne view access expired.

	What’s new, changed, or

Clarified
	HCA security will be taking two different actions on DSHS/AAA ProviderOne accounts that have no log-in activity for 120 days:

1. All those who do not have login activity at least every 120 days will have view access expired. 
2. DDA/ALTSA/AAA Primary Case Workers with active authorizations who do not access ProviderOne every 120 will also have ProviderOne view access expired. However, authorizations in CARE will not go into error because of view access expiration, and access to create or change authorizations through CARE will continue.

In either case, if a worker needs to view ProviderOne after their account has been expired, they will need to fill out Form 17-226 AAADSHS / HCA Systems Access Request or Form 17-227 DSHS / HCA Systems Access Request and follow the normal business process to regain view access to ProviderOne screens.

HCA is identifying Primary Case Workers by:

· An ongoing report that identifies accounts with active authorizations

· Onetime report from CARE’s security application – ASAP – to verify CNSI’s report and account for primary case managers that have only IP authorizations.

	ACTION:
	Log in to your ProviderOne account every 120 days to maintain ProviderOne view access.
If your account expires, you or your supervisor will complete DSHS Form 17-226 or DSHS Form 17-227, obtain the required signatures, and forward to the personnel approved to submit system access forms to HCA. SSPS Coordinators or Local IT may submit access requests to HCA.
If your ProviderOne account has not expired but you are locked out the articulate and how-to guide below provide guidance in resetting your password. If you are unable to reset your own password, call the HCA IT Security desk at 360-725-1111 or e-mail HCAITSecurity@hca.wa.gov email HCA.

	ATTACHMENT(S):   
	Form 17-226 AAADSHS / HCA Systems Access Request 

Form 17-227 DSHS / HCA Systems Access Request
ProviderOne Articulate Trainings

· Navigating ProviderOne 

· View Social Service Claim Data 

· View Client Data 

· View Authorization Data 

ProviderOne How-to guides 
· Staff Navigating Provider One
· Staff View Social Service Authorization 

	CONTACT(S):
	Beth Krehbiel, DDA Eligibility/Social Service Payment Systems Program Manager

(360) 725-3440 

KrehbB@dshs.wa.gov
Rachelle Ames, HCS CARE/Case Management Program Manager

(360) 725-2353

Amesrl@dshs.wa.gov 
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