
Digital Electronics         
Understanding The Basics of Forensics, 
Compromising Systems and Covert Use    

Inspections and Investigations

Great Training For:
All Law Enforcement Personnel
Public and Private Investigators

Corrections / Detention Staff
Adult and Juvenile Probation 

Campus Safety Personnel
State Board Investigators

Front Line Staff or Supervisors

April 8, 2015 - 8am to 5:00pm
at the Best Western Park Plaza Hotel

620 South Park Hill Drive, Puyallup, WA
(Cosponsored by Puyallup Police Department)

Course Content:
Computer & cell phone data & forensics
Hacking & sniffing Wi-Fi, cell phones, & computers
Tracking people by their cell phones & computers
Geo-location data embedded into image files (pictures)
Compromised Credit Cards
Compromised computers and cell phone
Intercepted cell phone communications
Computer data cleaning and destruction
Keyloggers, GPS trackers, & spyware (ethics of using)
Also
How long data remains on a digital device
Cell site simulators, AKA, man-in-the-middle attacks
Secure data destruction

Cost: Only $139 
when you register via website: 

www.code4.org 
Register via phone 800-622-9391 

& cost is $149
Cost includes course certificate & handout

Certificates provided for CEU’s/training files

Instructor:
The course instructor is Randy Becker. Mr. Becker 
has been involved in investigations, enforcement 
and education for over 40 years. The bulk of his     
experience is from working as a State Police Investi-
gator including assignments in Auto Theft, Criminal 
Intelligence, Violent Crime as well as his assignment 
to the High Technology and Computer Crimes Unit.   

Randy Becker has also been involved in the  develop-
ment and international distribution of software used 
in computer forensics for both law enforcement and 
the private sector. Mr. Becker currently serves as an 
educator, licensed private investigator and consultant.

See more info. or register at: www.Code4.org


